
Index

access rights 42–3
accountabilities

establishing 193–4
recommendations 127, 128

Basic approach overview 186–7
Basic (corporate) standard 4–7
Basic fieldwork 51–2

Part I: ascertaining the issues
detailed consideration of issues

52–4
Diary of the Investigation 60–1
example 10, exploring 61–2
moving to next stage 62–3
practical examples 55–60
understanding the processes and

operations 54–5
Part II: substantiating the claims

considering claims 63
establishing the context 77
evidence

gathering 67–9
good evidence 63–5
rules of 76–7
sources of 65–7
structured way of using 70

example 10, exploring 77–81
moving to next stage 81
practical examples 71–6
using data samples 69–70

Part III: inferring the implications
Evidence ‘C’ Scale 83–4
example 10, exploring 92–3
getting to the implications 81–2
organisational politics 82–3
other considerations 84–5
practical examples 85–91

quality assurance checklist 155–61

tools: interviewing 95–6
Basic model 100–2
difficult situations 112–14
example 10, exploring 110–12
four dimensions of 96–8
getting results 107–10
open forum inquiry panels

99–100
preparing the interview 102–4
structure of interview 104–7

Basic guidance
communicating results 136–7
conducting interviews 114–15
the context 6–7
corporate accountability 25
fieldwork 93–4
initial planning stage 48–9

Basic principles 6, 9, 27, 51, 95, 117
principle 1: corporate standard

141–5
principle 2: corporate accountability

141–5
principle 3: fact-finding exercise

150–5
principle 4: evidence gathering

155–61
principle 5: interviewing 161–6
principle 6: communicating results

166–74
bid rigging 22
body language, interviewing 109
breach of procedure 21–3
bribery and corruption 19
budget criteria 40–1

codes of conduct, breach of 22–3
collusion 19
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communicating results 117–18
example 10, exploring 133–4, 135
investigator’s opinion 123–6
quality assurance checklist 166–74
recommendations

for better internal controls
128–30

of investigator 126–8
reports

structuring 121–2
types of 118–20

risk management 130–3
timeline of events 122–3
types of reports 118–20

complaints procedure 15–17, 66,
146–7

compliance checks 66
Computer Misuse Act (1990) 22
conduct, establishing 193–4
confidentiality, observing 45–6,

103, 146
conflict of interest 37
contract and procurement rules 22
control, initial planning stage 43–5
controls

establishing internal 194–5
recommendations 127, 128

corporate accountability 9–10
breach of procedure 21–3
checklist of tasks to consider

145–50
complaints 15–17
and corporate reputation 195–7
fraud 18–20
health and safety 20–1
links to governance 11
results 12–14
size of issue 14
staff discipline 17–18
terms of reference 11–12
whistleblowing 24

corporate activity, model of 198
corporate (Basic) standard 4–6

checklist of tasks 141–5
corporate reputation 195–7

data mining 67
Data Protection Act (1998) 22, 160
data samples, using to substantiate

claims 69–70
deception 19
diary of the investigation 5, 60–1, 157

document template 177
dirty tricks, avoiding 67
discriminatory practices 17
documents 5

Diary of the Investigation 177
Evidence Assessment ‘C’ Score

Criteria 178–9
Evidence Schedule 178
Executive Summary Report 183–4
Fact-Finding Status Report 174,

175
Fieldwork Summary Schedule

176–7
General File Note 185–6
Initial Investigation Plan 174, 175
Interview Record 181–3
Investigations Risk Management

Strategy 176
Timeline of Events 184
Witness Statement 180

emotional maturity of investigator
37–8

evidence
criteria of good 63–4
nature of 64–5
rules of 76–7
sources of 65–7
structured way of using 70
unusual methods of gathering 67–8

Evidence ‘C’ Scale 83–4, 178–9
evidence schedules 5, 78–9, 178
executive summary reports 119, 135,

183–4
experts, role of 41–2
external partners, role of 39

fact finding stage 28–9
quality assurance checklist 150–5
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Fact-Finding Status Report 119,
174, 175

false accounting 18–19
fieldwork see Basic fieldwork
Fieldwork Summary Schedule 5, 53,

176–7
financial regulations, breach of 21
forensic techniques 67
formal statements 65, 79
fraud 18–20
Fraud Act (2006) 19

General File Note documents 185–6
governance 11, 190
gross misconduct 17

health and safety 20–1, 149
Health and Safety at Work Regulations

(1992) 20
hour-glass opinion 125
Human Rights Act (1998) 18, 160

ICAC Approach 127
iceberg concept of organisations 198
information security standards, breach

of 21–2
Initial Investigation Plan document 5,

174, 175
initial planning

access rights 42–3
controls 43–5
example 47–8
fact finding 28–9
lead investigator, appointing 37–8
locating hot spots 32–4
other roles and responsibilities

39–40
publicity 45–7
quick fix 29–30
reasons for 27
resources 40–2
sponsor, identifying 35–6
tasks, establishing 34–5
TOR, setting detailed 31–2

inquiry panels 99–100
interim reports 45, 119

internal controls
establishing 194–5
recommending better 128–30

Interview Record documents 181–3
interviewing 95

and the Basic model 100–2
difficult situations, dealing with

112–14
example 10, exploring 110–12
four dimensions of rapport 96–8
getting results 107–10
at initial planning stage 34
open forum inquiry panels 99–100
preparing the interview 102–4
quality assurance checklist 161–6
reasons for 95–6
structure of interviews 104–7

investigations
aims of 12
issues and problems 2–3
levels of 41–2
line manager’s role 3
reasons for 1–2
sizes of 40–1

Investigations Risk Management
Strategy 176

investigators
formal opinion of 123–6
recommendations of 126–8
roles and responsibilities 39
specialist 41–2
suitability of 37–8, 153

large investigations, resources for 41
lead investigator, appointing 37–8
line manager’s role 3, 39
location of interviews 103

medium-sized investigations 40
misreporting of performance results

23

natural justice, basing investigation on
11, 12

not spots, locating 32–4
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open forum inquiry panels 99–100
open-mindedness, of investigator 38
operational procedures, breach of 23
opinion of investigator 123–6
organisational politics 82–3

performance reporting 23
planning see initial planning
politics, organisational 82–3
practical examples

bullying 71–2, 87
e-mails affecting productivity 74,

90
investment products 75, 91
overtime 72, 87–8
preferential performance reports

74–5, 90–1
sick leave 71, 86
unfair dismissal 73–4, 89–90
vehicle repair 73, 89
working practices 72–3, 88
see also risk register example

press office, role of 39, 46
Prevention of Corrupt Practices Acts

(1889 and 1916) 19
procedures

breach of 21–3
recommended 129

processes and procedures, ascertaining
the issues 54–5

Public Interest Disclosure Act (1999)
24

publicity 45–7, 146, 152

quality assurance 139
Basic approach overview 186–7
checklists 149–50

principle 3: fact-finding exercise
150–5

principle 4: evidence gathering
155–61

principle 5: interviewing
161–6

principle 6: communicating results
166–74

ensuring consistency 139–41

establishing a Basic approach
principle 1: implementation of

corporate standard 141–5
principle 2: promotion of corporate

accountability 145–9
standardised documentation 174–86

questioning techniques 104–5, 108
quick fix stage 29–30

rapport
four dimensions of 96–7
strategies to establish 97–8

recommendations 126–30
Regulation of Investigatory Powers Act

(2000) 67, 160
reports 5

structure of 121–2
types of 118–20

reputation of organisations, issues
affecting 195–7

resources, assigning 40–2
risk management

investigation document 176
for larger investigations 44–5
risk management culture 190–2

risk register example (example 10)
47–8

ascertaining the issues 61–2
communicating results 133–4,

135
inferring the implications 92–3
interviewing 110–12
substantiating the claims 77–81

risk scanning 192–3

samples of data, using to substantiate
claims 69–70

scheme of delegation, breach of 22
scope and size of issue 14
small investigations 40
specialist investigators 41–2
specialist personnel, role of 39
sponsors

identifying 35–6
responsibilities of 36, 39
task checklist 151–2
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staff discipline 17–18, 147–8
standardised documentation 174

document 1: Fact-Finding Status
Report 174, 175

document 2: Initial Investigation Plan
174, 175

document 3: Investigations Risk
Management Strategy 176

document 4: Fieldwork Summary
Schedule 176–7

document 5: Diary of the
Investigation 177

document 6: Evidence Schedule
178

document 7: Evidence Assessment
‘C’ Score Criteria 178–9

document 8: Witness Statement
180

document 9: Interview Record 181
document 9a: Interview Record (long

version) 181–3
document 10: Executive Summary

Report 183–4

document 11: Timeline of Events
184

document 12: General File Note
185

document 12a: General File Note
(long version) 185–6

tasks, establishing at initial planning
stage 34–5

terms of reference (TOR)
outlining 11–12
setting detailed 31–2
task checklist 150–1

theft 18
Theft Acts (1968 and 1978) 18, 19
Timeline of Events document 5,

122–3, 184
TOR see terms of reference (TOR)

whistleblowing 24, 146–7
Witness Statement document 180
witnesses 39, 84

witness statements 109
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