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A
American Institute of Certified Public
Accountants (AICPA), 10
Analysis plan, 126, 196
Analytical support, 182
Anti-virus and firewall software, 39
Application control(s), 40—41, 91, 101, 166,
217
Audit coverage, 103, 109, 112, 115
Audit management, 27, 56, 61, 184,
196
Audit paradigm, new, 203, 206-208
Audit reports (electronic), 62-63
Audit scheduling, 63-64
Audit software:
access to, 209
evaluation criteria, 241-244
generalized, 40
Audit technology continuum, 27-31
advanced use of technology, 30-31
integral use of technology, 29-30
introductory use of technology, 27-28
moderate use of technology, 28-29
Audit universe, 56
Auditor empowerment, 208-209
Auditor training, 211-220

B
Benchmarking, 148-152

C
CAATTs (Computer 2esisted audit tools and
techniques):
audit population, 118, 121, 169-171
benefits of, 103124
data requirements, 171-172
definition, 56
developing capabilities, 184-189
evolution of, 6-7
inevitability of, 103-105
integrated use of, 129-148
myths, 21-24
opportunities, 173174, 202, 207, 220
quality assurance, 194-200
roadblocks, 20-25
transfer of audit technology, 28-29
value-for-money, 134-136
working group, 190-191
Computer aided audit thought support, 18,
206-208
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Computer auditing:

data-based approach, 15-19

systems-based approach, 12-14
Computer literacy, 178-186, 189-190
Computer assisted audit tools and techniques,

See CAATTs
Computer-based training, 219-220
Conduct phase, 112-116, 129, 133, 170-171,
173

Confirmation letters, 11¢
Continuous auditing. 28,50, 66, 69-80

defined, 70

example of, 7477

stages, 77-7%

versus continuous monitoring, 72-73
Continnons control assessment, 70-71
Continucus monitoring, 71-73
Corciouous risk assessment, 71
Coatol self assessment, 49-50
Controls:

corrective, 197, 199-200

detective, 197-199

preventive, 197-198

D
Data access, 40-49, 153-161
Databases, 60-61
Data downloads, 4548, 159-162
Data errors, 166-168
Data mining, 54-55
Data reliability, 163-166
Data tests:
pragmatic, 167-168
semantic, 167
syntactic, 167
Data warehouse, 52-54
Data mining, 54-55
Downloading, See Data downloads

E

Early warning systems, 68—69

Electronic document management, 61-62

Electronic questionnaires, 48—49

Electronic working papers, 51-52

E-mail, 57

Executive information system, 180-181

Expert system(s), 67-68

Extensible business reporting language, See
XBRL
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F

File Transfer Protocol (FTP), 57-59
Findings database, 117
Flowcharting, 38-39

Fraud detection, 85-86

Fraud risk exposure, 86-88

G

Governance, Risk Management and
Compliance (GRC), 94-102

Grammar checkers, 34

Groupware, 61

Guide to the Assessment of IT Risks (GAIT),
92-94

H
Hands-on approach to audit, 24

I
Information dissemination and interpretation,
204-205
Information Support Analysis and Monitoring
(ISAM), 182184, 231-234
In-house training, 218
Integrated Test Facility ATF), 9
Internet, 225-230
audit usage (examples of), 230
chat rooms, 228-229
connecting to, 225-226
e-mail, 226
forums and message boards, 227
internet service provider, 226
listserver, 227
newsgroups, 226
podcasts, 229
search engines, 227
useful sites, 229
weblogs, 228
webcasts, 228
web feed, 228-229
wiki, 228
world-wide web WY W), 227
Intranet, 59-60
IT controls and risks (assessment of), 90-94,
167

L

Learning organization, 204
Lessons learned, 182-188

Local Area Networks (LAN), 31, 59

M

Mainframe application(s), 45-46

Management software, 37, 57
for projects, 64

Microcomputer, 154-158

P
Paper file review, 122-123
Parallel simulation, 10-11, 50-51
Planning phase, 109-111
Presentation software, 37-38
Project management, 64
Public Company accounting Oversight Board
(PCAOB), 81-90
audit standard 2, 89
audit standard 5, 82, 85

Q
Quality assurance methodology, 196-200

R

Re-engineering (audit and), 144-148
Reasonableness, 11

Reference library, 35

Reporting phase, 116-117,

S
Sample Audit Revicw e (SARF), 9-10
Sampling, 10
Sarbanes-Oxle 7 (£ OX), 79-90
complian-e toftware, 88
costs.~.f cecmpliance, 79
incraiental compliance strategy, 90
sl factors, 84-85
ro es and responsibility of internal auditor,
83
sections, 81-82
Software license checker, 39-40
Source code review, 106-107
Spreadsheet, 35-27
checkers, 36
Standard reports, 44—45
Summary data, 4647
System Control Audit Review File (SCARF), 9
System logs analysis, 107-108

T

Test decks, 8-9

Text search and retrieval, 34-35
Time for critical thinking, 122-124
Time reporting, 63-64

\%
Value-added auditing, 134-135

w

Web browsers, 226-227

Working papers (electronic), 51-52
World Wide Web, 227

X
XBRL, 64-66



