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4 Assessing and Responding to Audit Risk in a Financial Statement Audit

Observations and Suggestions

Illustration 1-1
Overview of Applying the Audit Risk Model
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Overview of Applying the Audit Risk Standards 5

This illustration describes a high-level approach to the process that you follow
to apply the audit risk standards to your audits by (1) assessing the risks
of material misstatement, (2) using this risk assessment to plan and perform
further audit procedures, and (3) evaluating the results of your procedures and
reaching conclusions about the financial statements.

An Iterative Process. Although the flowchart may indicate to some a linear
audit process, an audit is, in fact, an iterative process in which you may repeat
as the audit progresses the steps described in the flowchart as a result of new
information obtained. In the flowchart, the dotted line connecting later steps
in the process to earlier steps illustrates the potential iterative nature of the
audit process.

As indicated by the dotted line, the results of further audit procedures provide
you with information that you use to confirm or modify your original risk
assessment, which in turn, may lead to additional audit procedures or to a
conclusion.

Perform Risk Assessment Procedures to Gain an Understanding of
the Entity. The first step in the process is to perform risk assessment proce-
dures (for example, inquiry, observation, or inspection of documents) to gather
information and gain an understanding of your client and its environment,
including its internal control.

Gain an Understanding of the Entity and Its Environment, Including
Internal Control. You should gain an understanding of the entity and its
environment, including internal control, to identify and assess risks of ma-
terial misstatement and to design further audit procedures. As you gather
information about your client, you will begin to form an understanding of
its business and the environment in which it operates. An important part of
this understanding is your evaluation of the design of internal control and
a determination of whether controls have been implemented (that is, placed
in operation). This knowledge of the client, including the design of its in-
ternal control, may prompt you to seek additional information until you are
satisfied with your level of understanding. Specifically, this knowledge and
understanding of the client will enable you to assess whether there are risks of
material misstatement in the financial statements that you are auditing. These
risks should be expressed in terms of what can go wrong in specific classes of
transactions, account balances, and disclosures and their relevant assertions.

Materiality. As you gather information and perform risk assessment pro-
cedures, you will want to have a materiality threshold in mind. Your risk
assessment is responsive to judgments about financial statement materiality.
Materiality is a critical judgment that affects all steps in the audit process.
Because this judgment is not clearly associated with a specific phase and is
responsive to some information you will be gathering before assessing the risks
of material misstatement, it is not separately depicted in the illustration.

Assess the Risks of Material Misstatement. After identifying risks you will
(1) relate them to what can go wrong in preparing the financial statements and
(2) assess the likelihood and significance of the risk. When making these risk
assessments, consider that

� the risk of material misstatement (RMM) is a combination of
inherent and control risk. You are not required to perform a
combined risk assessment, as you may choose to make separate
assessments of inherent and control risk.
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6 Assessing and Responding to Audit Risk in a Financial Statement Audit

� risks of material misstatement can reside at either the financial
statement level or the assertion level for classes of transactions,
account balances, or disclosures. For example, a risk relating to
the regulatory environment in which your client operates is a per-
vasive risk that affects many of the financial statement assertions
in many accounts. On the other hand, a risk related to the valu-
ation of inventory is restricted to that account and assertion and
the related determination of cost of sales. Understanding the dif-
ferences between the two types of risks is important because these
differences drive your audit response. You will perform differ-
ent procedures to understand and respond to financial statement
level risks than you will need to understand and respond to as-
sertion level risks.

� your assessment of risk at the assertion level should be specific to
the unique circumstances of the entity. For example, assessing the
risk of material misstatement relating to the existence assertion
of an account as "high" generally would not be sufficient to design
effective further audit procedures. Instead, in this example, your
assessment of risk should describe how the existence assertion
could contain a material misstatement, given the specific busi-
ness processes, information processing, and controls in use at the
particular client. It is common to use standard audit programs
and example audit practice aids to complete your engagement.
However, when using these standard programs and examples, it
is important to consider carefully whether they appropriately re-
flect the unique circumstances of your client. To be effective, such
programs are usually tailored to each engagement .

� it is important that your risk assessments are supported by suffi-
cient appropriate audit evidence. It is not appropriate to simply
designate a risk to be at a given level without any support for
the risk assessment. For example, why is the risk "low" and what
supporting evidence do you have to support the assessment? This
enumeration facilitates the review and communication value of
the documentation.

� to the extent possible, even risks that reside at the financial state-
ment level should be related to what can go wrong at the relevant
assertion level for classes of transactions, account balances, or
disclosures.

Design Further Audit Procedures to Respond to Assessed Risks. Once
you have assessed the risks of material misstatement, you will design further
audit procedures in response to these risks. There are two types of further au-
dit procedures: tests of controls and substantive procedures. You may perform
a combination of these two types of procedures. Of critical importance in per-
forming an effective audit is to develop a clear link between the identified risks,
the assessment of those risks, and the further audit procedures performed in
response to the assessed risks. By relating risks of material misstatement to
specific assertions, you will be able to establish this necessary linkage. Cross-
references between assessed risks and further audit procedures facilitate the
quality of the documentation and make working papers easier to review for
quality assurance.

AAG-ARR 1 ©2014, AICPA
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Overview of Applying the Audit Risk Standards 7

Evaluate Audit Findings and Evidence. At the conclusion of the audit,
you are required to evaluate the results of your audit procedures and reach
a conclusion concerning whether the financial statements are free of material
misstatement. You also should determine whether you have obtained sufficient
appropriate audit evidence to support your audit opinion at a high level of
assurance. Finally, you are required to evaluate identified control deficiencies
and determine whether these deficiencies, individually or in combination, are
significant deficiencies or material weaknesses.

On every audit you are required to assess the risks that individual financial
statement assertions are materially misstated. This assessment of risk then
serves as the basis for the design of further audit procedures. This chapter
provides an overview of this process, beginning with the information about the
client and its environment that is necessary for you to identify risks, how you
use that information to assess risk at the assertion level, and how that risk
assessment helps you determine further audit procedures.
This chapter provides only a summary of the risk assessment process. Subse-
quent chapters provide additional detail, as well as examples and illustrations
of how the general guidance described here might be applied. Please refer to
subsequent chapters for those details.

Practice Considerations for Auditors of Entities Using the 2013
COSO Framework

In May 2013, the Committee of Sponsoring Organizations of the Tread-
way Commission (COSO) published the updated Internal Control—Integrated
Framework (2013 COSO framework). The update of the original 1992 Internal
Control—Integrated Framework (original COSO framework) became neces-
sary due to the increasing complexity of business, evolving technologies, and
changing expectations of stakeholders. The original COSO framework will
be available until December 15, 2014, at which time it will be considered by
COSO to be superseded by the 2013 COSO framework.

Although the auditing standards do not require a specific internal control
framework, the COSO framework is widely used by entities for designing,
implementing, and conducting internal control. The 2013 COSO framework
provides guidance that is useful to auditors charged with evaluating the
design and implementation of controls (for example, as part of their risk
assessment procedures) during a financial statement audit.

The discussion in the following chapter of this guide is reflective of that in the
auditing standards. However, the guidance provided within the 2013 COSO
framework may also be relevant for your consideration.

The auditing standards recognize 5 components of internal control that, for
purposes of GAAS, provide a useful framework for auditors when consid-
ering how different aspects of an entity's internal control may affect the
audit. Chapter 2, "Key Concepts Underlying the Auditor's Risk Assessment
Process," and appendix C, "Internal Control Components," of this guide fur-
ther explain these 5 components and the elements of those components that
are relevant to the audit. These components are consistent with the compo-
nents recognized in the 2013 COSO framework. However, the 2013 COSO
framework includes not only 5 separate components but also 17 principles
representing the fundamental concepts associated with the components.

©2014, AICPA AAG-ARR 1
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8 Assessing and Responding to Audit Risk in a Financial Statement Audit

In order for an entity's system of internal control to be effective, the 2013
COSO framework states that each of the five components of internal control
and relevant principles should be present (designed appropriately and placed
in operation) and functioning (effectively operating) and that the five com-
ponents be operating together in an integrated manner. A major deficiency
exists in an entity's system of internal control when the entity's manage-
ment has determined that a component and one or more principles are not
present and functioning or that components are not operating together. A ma-
jor deficiency according to the 2013 COSO framework is an internal control
deficiency or combination of deficiencies that severely reduces the likelihood
that the entity can achieve its objectives. As discussed in the 2013 COSO
framework, when a major deficiency exists, an entity cannot conclude that it
has an effective system of internal control.

Chapter 7, "Evaluating Audit Findings, Audit Evidence, and Deficiencies
in Internal Control," of this guide provides guidance on the evaluation and
communication of control deficiencies in the context of the auditing standards.

Points of focus are also provided within the 2013 COSO framework. There is
no requirement that an assessment be performed to determine whether all
points of focus are present and functioning. Management may determine that
some points of focus are not suitable or relevant to the entity. Similarly, man-
agement may identify other suitable and relevant points of focus in addition
to those provided in the 2013 COSO framework.

The fundamental concepts of good control are the same whether the entity is
large or small. The auditing standards do not set up a lower standard for small
businesses or separate standards for different industries. Additionally, the
auditing standards have no measures for achieving effective internal control
that apply only to certain businesses. Similarly, the 2013 COSO framework
views the 5 components and 17 principles as suitable to all entities. The
2013 COSO framework presumes that principles are relevant because they
have a significant bearing on the presence and functioning of an associated
component. Accordingly, if a relevant principle is not present and functioning,
the associated component cannot be present and functioning. Therefore, in
the context of risk assessment for a financial statement audit of an entity
using the 2013 COSO framework, the consideration of the COSO components
and principles is applicable regardless of the size of the entity being audited.

Appendix C of this guide specifies the 5 COSO components of internal control
and the 17 COSO principles representing the fundamental concepts associ-
ated with the components.

COSO has also published the following companion documents to the 2013
COSO framework:

� Internal Control—Integrated Framework Illustrative Tools for As-
sessing Effectiveness of a System of Internal Control

� Internal Control—Integrated Framework Internal Control over Ex-
ternal Financial Reporting: A Compendium of Approaches and Ex-
amples

Although not authoritative, these resources may be useful to auditors charged
with evaluating the design and implementation of controls (as well as the
operating effectiveness thereof) in conjunction with a financial statement
audit.

AAG-ARR 1 ©2014, AICPA
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Overview of Applying the Audit Risk Standards 9

Entities that have adopted the 2013 COSO framework and their auditors may
find the transition to it, or the first time adoption of it, challenging in some
respects. For example, the auditing standards currently do not explicitly rec-
ognize the 17 principles that COSO introduced in the 2013 COSO framework,
although the principles generally align with the elements of internal control
outlined in AU-C section 315, Understanding the Entity and Its Environment
and Assessing the Risks of Material Misstatement (AICPA, Professional Stan-
dards). This guide helps relate the framework to the auditing standards and
acts as a bridge to help entities and their auditors transition from the original
COSO framework.

The Purpose of This Audit Guide
1.01 You, as the auditor, are required to perform risk assessment proce-

dures, which include gaining an understanding of internal controls, to provide
a basis for the identification and assessment of risks of material misstatement
at the financial statement and relevant assertion levels. (Throughout this guide
the auditor is referred to as "you.") This risk assessment then serves as the ba-
sis for you to design the nature, timing, and extent of further audit procedures.
(AU-C sec. 315 par. .05 and AU-C sec. 300 par. .09)

1.02 The further audit procedures you design and perform should be ap-
propriate in the circumstances for the purpose of obtaining sufficient appropri-
ate audit evidence to be able to draw a reasonable conclusion on which to base
your opinion. (AU-C sec. 500 par. .01 and .06)

1.03 This guide provides guidance, primarily on performing risk assess-
ment procedures referred to in paragraph 1.01 and obtaining sufficient ap-
propriate audit evidence referred to in paragraph 1.02. As such, this guide
illustrates how to gather information needed to assess risk, evaluate that in-
formation to assess risk at the assertion level, and design and perform further
audit procedures based on that assessed risk, evaluate the results, and reach
conclusions. In addition, guidance on evaluating and communicating findings
is also included.

Observations and Suggestions
The preceding paragraph describes a process in which there is a link between
information gathering, the identification and assessment of risk, and the
design and performance of further audit procedures. Each step in this process
serves as the basis for performing the subsequent step. For example, your
determination of what can go wrong at the assertion level helps you determine
the nature, timing, and extent of your substantive procedures.

This linkage between the various stages in the risk assessment process is
vital to performing an effective and efficient audit.

Financial statement assertions allow you to develop this link between the
various stages of the risk assessment process. For example, your substantive
procedures and tests of controls are directed at what can go wrong in specific
assertions. For those audit procedures to be clearly linked to risks of material
misstatement, those risks also should be expressed at that same level of detail:
what can go wrong in the financial statement assertions.

©2014, AICPA AAG-ARR 1.03
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10 Assessing and Responding to Audit Risk in a Financial Statement Audit

Your documentation of the risks and associated procedures should be clear,
to enable an experienced auditor with no prior association with the audit to
understand the intended linkage.

1.04 Understanding the entity and its environment includes obtaining an
understanding of its internal control. (This guide uses the term client to re-
fer to the entity being audited.) This understanding of internal control should
be sufficient to allow you to evaluate the design of controls and to determine
whether they have been implemented (placed in operation). (Unless otherwise
indicated, this guide uses the term internal control to mean "internal con-
trol over financial reporting, including the relevant controls over safeguarding
assets.")

Overview of the Risk Assessment Process
1.05 This chapter provides a summary of the risk assessment process fol-

lowed in an audit. Even though some requirements and guidance are presented
in a way that suggests a sequential process, risk assessment involves a con-
tinuous process of gathering, updating, and analyzing information throughout
the audit. Accordingly, you may implement the requirements and guidance in
a different sequence from that presented in this guide or you may revisit steps
when updated information is available.

Observations and Suggestions
Auditing is a nonlinear process, and different auditors may have different
judgments about which steps should be performed first. For example, some
auditors may determine that it first is necessary to obtain an understanding of
the client and its environment to develop an appropriate audit strategy. Other
auditors may determine that it first is necessary to determine appropriate
materiality levels, which then serve to guide them through the information
gathering process.

Neither approach is inherently more effective or efficient than the other.
Within the audit process, it is common for different steps to interact dynam-
ically with one or more other steps. The determination of materiality drives
audit procedures, which produce results, which in turn influence materiality
levels.

In that sense, it may not matter where you start in the process as long
as you continue to revisit the procedures you performed and confirm the
judgments made earlier in your engagement as you discover new information.
For example, a practical point at which to revisit the judgments made to date
and their interactions is when assessing the risks of material misstatement.
At that point, the materiality and risk assessment procedures come together
in determining the further audit procedures, and the assessment of the risks
of material misstatement is an important determinant of the procedures to
be applied to the audit risks.

1.06 The following is an overview of the audit process described in this
guide:

AAG-ARR 1.04 ©2014, AICPA
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Overview of Applying the Audit Risk Standards 11
� Perform risk assessment procedures by gathering information

about the entity and its environment, including internal control.
You should gather information about those aspects of the client
and its environment that will allow you to identify and assess risks
of material misstatements of the client's financial statements. The
client's internal control is an integral part of its operations, and
your evaluation of the design of internal control is an important
part of your understanding of the client.

� Gain an understanding of the entity and its environment, includ-
ing its internal control. You need to develop an understanding of
specific aspects of the entity, its environment, and internal control
to identify and assess risk and design and perform further audit
procedures. Based on the information gathered, you should be able
to identify what can go wrong in specific classes of transactions,
account balances, and disclosures and their relevant assertions.

� Assess risks of material misstatement. Next, you will use your
understanding of the client and its environment to assess the
risks of material misstatement that relate to relevant assertions.
Paragraph .27 of AU-C section 315, states that, to assess RMM,
you should

— identify risks through the process of obtaining an un-
derstanding of the entity and its environment, including
relevant controls that relate to the risks, by considering
the classes of transactions, account balances, and disclo-
sures in the financial statements;

— assess the identified risks and evaluate whether they
relate more pervasively to the financial statements as
a whole and potentially affect many assertions;

— relate the identified risks to what can go wrong at the rel-
evant assertion level, taking account of relevant controls
that the auditor intends to test; and

— consider the likelihood of misstatement, including the
possibility of multiple misstatements, and whether the
potential misstatement is of a magnitude that could re-
sult in a material misstatement.

� Design further audit procedures (an audit response). You should
address the risks of material misstatement at both the financial
statement and the relevant assertion level. These risks are de-
scribed subsequently. (The auditing standards use the term rele-
vant assertions to describe the specific assertions that are related
to a given account, class of transactions, or disclosure. This guide
uses the term assertions in the same manner in which the auditing
standards use the term relevant assertions.)

— Risks of material misstatement at the financial state-
ment level have a more pervasive effect on the financial
statements and affect many accounts and assertions. In
addition to developing assertion-specific responses, these
types of risks may require you to develop an overall,
audit-wide response, such as your choice of audit team
members.

©2014, AICPA AAG-ARR 1.06
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12 Assessing and Responding to Audit Risk in a Financial Statement Audit

— Assertion level risk pertains to specific accounts and as-
sertions and should be considered when you design and
subsequently perform further audit procedures. These
further procedures often encompass a combined approach
using both tests of activity-level controls (this guide uses
the term activity-level controls to refer to the controls
that pertain to assertion level risks) and substantive pro-
cedures directed at individual account balances, classes
of transactions, and disclosures and their relevant asser-
tions. It is important that auditors are mindful that some
risks may relate to more than one assertion.

� Perform further audit procedures. Further audit procedures in-
clude tests of controls and substantive procedures. The nature,
timing, and extent of these procedures should be designed in a
way that is responsive to your assessed risks. Once designed, you
will perform these procedures to gather sufficient appropriate au-
dit evidence to support your opinion on the financial statements.

� Evaluate audit findings. You will evaluate the results of further
audit procedures and the audit evidence obtained to reach a con-
clusion about whether the client's financial statements are free
of material misstatement or whether such a conclusion can be
reached.

Audit documentation is an important part of every audit, and each chapter in
this guide summarizes the documentation requirements that pertain to each
phase in the audit.

(AU-C sec. 300 par. 09, AU-C sec. 315 par. .03, and AU-C sec. 500 par. .06)

Information Gathering

Information Needed About the Client and Its Environment
to Identify and Assess Risks of Material Misstatement

1.07 Obtaining an understanding of your client and its environment, in-
cluding internal control, is a continuous, dynamic process of gathering, up-
dating, and analyzing information throughout the audit. This understanding
establishes a framework that allows you to plan the audit and exercise profes-
sional judgment throughout the audit when, for example, you are

� assessing risks of material misstatement of the financial state-
ments;

� determining materiality;
� considering the appropriateness of the client's selection and ap-

plication of accounting policies and adequacy of its financial state-
ment disclosures;

� identifying areas where special audit consideration may be nec-
essary (for example, related party transactions);

� developing expectations for performing analytical procedures;
� responding to the assessed risks of material misstatement, includ-

ing designing and performing further audit procedures to obtain
sufficient appropriate audit evidence; and

AAG-ARR 1.07 ©2014, AICPA
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Overview of Applying the Audit Risk Standards 13
� evaluating the sufficiency and appropriateness of audit evidence

obtained.

1.08 Not all information about a client or its environment is relevant
for your audit. In general, the information you are required to gather about
your client is that which allows you to assess the risk that specific assertions
could be materially misstated. AU-C section 315 defines the aspects of the
client for which you should gather information and obtain an understanding.
Table 1-1 summarizes these aspects. Chapter 3, "Planning and Performing
Risk Assessment Procedures," of this guide provides more detail and examples
of the information you should gather.

Table 1-1
Understanding the Client and Its Environment, Including
the Entity’s Internal Control

On every audit you should gather (or update) information and obtain an
understanding of the client and its environment including an understanding
of the

• relevant industry, regulatory, and other external factors affecting the
client;

• nature of the client;

• client's selection and application of accounting policies;

• client's objectives and strategies and those related business risks that
may result in risks of material misstatement

• measurement and review of the client's financial performance; and

• the client's internal control relevant to the audit.

(AU-C sec. 315 par. .12–.13)
Relevant industry factors may include the market and competition, supplier
and customer relationships, energy supply and cost, and technological
developments.
Regulatory factors may include relevant accounting pronouncements, the
regulatory framework, laws, taxation, governmental policies, and
environmental requirements that affect the industry and client.
Other external factors may include general economic conditions, interest
rates, inflation, and availability of financing.
Understanding the nature of the client, may include, among other matters, its
operations, ownership, governance, the types of investments it makes and
plans to make, how it is financed, and how it is structured. Numerous other
matters you may consider are included in AU-C section 315 par. .A31.
The client's selection and application of accounting policies may encompass
the methods used for significant and unusual transactions, changes in
accounting policies, new accounting standards and their adoption, and the
financial reporting competencies of personnel. You should evaluate whether
the client's accounting policies are appropriate for its business and consistent
with the applicable financial reporting framework and those used in the
client's industry. (AU-C sec. 315 par. .12)

(continued)

©2014, AICPA AAG-ARR 1.08
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14 Assessing and Responding to Audit Risk in a Financial Statement Audit

Understanding the Client and Its Environment, Including the
Entity’s Internal Control—continued

The client sets strategies in the context of its industry, regulatory, and other
external factors. Those strategies are the approaches to achieving its
objectives. Objectives and strategies are related to business risks. An
understanding of business risks increases the likelihood of identifying risks of
material misstatement because most business risks eventually have financial
consequences that in turn affect the client's financial statements. You are not
responsible to identify or assess all business risks because not all of them give
rise to risks of material misstatement. AU-C section 315 par. .A39 includes
numerous examples of objectives, strategies, and business risks.
The metrics used by management to measure and review financial
performance provide you with information about the aspects of the entity that
management considers to be important.

Internal Control
1.09 Not all of the client's internal controls are relevant to your audit.

When performing a financial statement audit, your consideration of internal
control is limited to those controls that are deemed to be "relevant to the au-
dit." Operational controls, for example, over production and other business
functions, may affect but often are not directly related to financial reporting.
Accordingly, early in the audit process, you will determine which controls are
relevant to the audit. For example, production quality control issues may af-
fect estimates of warranty costs. Paragraph .A69 of AU-C section 315 lists
many factors that you might consider in making a professional judgment about
whether a control, individually or in combination with others, is relevant to the
audit. The factors include materiality, the size of the entity, the diversity and
complexity of its operations, and how a specific control prevents, or detects and
corrects, potential material misstatements.

1.10 There are some controls that are relevant to every audit. These
controls relate to

a. elements of the five internal control components that chapter 2
of this guide describes. On each audit, you should gain an under-
standing of certain, specified elements relating to each of the five
components.

b. antifraud programs and controls. AU-C section 240, Considera-
tion of Fraud in a Financial Statement Audit (AICPA, Professional
Standards), directs you to evaluate the design and implementation
of antifraud programs and controls.

c. controls related to "significant risks." Some significant risks arise
on most audits, and the controls related to these risks are relevant
to your audit. Significant risks are discussed in paragraph 1.30.

d. controls related to circumstances when substantive procedures
alone will not provide sufficient appropriate audit evidence.

e. other controls that you determine to be relevant to your audit.

In addition, when obtaining an understanding of the company and its envi-
ronment, the design and implementation of controls over the most significant

AAG-ARR 1.09 ©2014, AICPA
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Overview of Applying the Audit Risk Standards 15
revenues and significant expenditures will also generally be relevant. Chap-
ters 3 and 4, "Understanding the Client, Its Environment, and Its Internal
Control," further describe these categories of relevant controls in more detail.

Risk Assessment Procedures
1.11 You should perform risk assessment procedures to provide a basis

for your identification and assessment of risks of material misstatement at the
financial statement and relevant assertion levels. Risk assessment procedures
include

a. inquiries of management, appropriate individuals within the inter-
nal audit function (if such function exists), and others at the client
who, in the auditor's professional judgment, may have information
that is likely to assist in identifying risks of material misstatement
due to fraud or error,

b. analytical procedures, and
c. observation and inspection.

(AU-C sec. 315 par. .06)

Observations and Suggestions
You should perform risk assessment procedures to support your assessment of
the risks of material misstatement. Your risk assessment procedures provide
the audit evidence necessary to support your risk assessments, which, in turn,
drive the nature, timing, and extent of further audit procedures. Thus, the
results of your risk assessment procedures are an integral part of the audit
evidence you obtain to support your opinion on the financial statements. It is
not acceptable to simply deem risk to be "at the maximum" without evidence
or support unless such an assessment is supported by the facts. By defaulting
to maximum risk without adequate understanding of actual controls in place,
you are not determining specifically what, exactly, the risks are, and which
assertions they affect. For example, is it likely that all assertions of accounts
payable are equally risky? If that were so, extensive tests of existence and
valuation would be required as well as the common tests of completeness
and accuracy, and this is unlikely to result in an efficient audit. You may
also overlook conditions or weaknesses that indicate a fraud risk. Example or
illustrative audit programs may not be sufficient to address all possible risks
of material misstatement that might be specific to this entity.

Further, even at the assertion level, for example, an inventory existence risk
could be high, but it could result from a number of different causes, not all
of which may be applicable at your client (for example, theft, shrinkage, cut-
off issues, short deliveries). Without understanding and documenting what,
exactly, is the source of this risk, you are not necessarily able to design the
appropriate nature, timing, and extent of procedures to address the risk. Pro-
cedures designed to address a risk of theft may be different from procedures
designed to address a risk of short deliveries or cut-off, even though both
could be described as high risk pertaining to existence of inventory.

A Mix of Procedures
1.12 You are not required to perform all the risk assessment procedures

(for example, inquiries, analytical procedures, observations, and so on) for each
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16 Assessing and Responding to Audit Risk in a Financial Statement Audit

aspect of the client's internal control and its environment listed in table 1-
1. However, in the course of obtaining the required understanding about the
client, including internal control, you should perform all the risk assessment
procedures.

(AU-C sec. 315 par. .A5)

Procedures to Obtain an Understanding of Internal Control
1.13 Inquiry may allow you to gather information about internal control

design, but inquiry alone is not sufficient to determine whether the control has
been implemented (placed in operation). Thus, when inquiry is used to obtain
information about the design of internal control, you should corroborate the
responses to your inquiries by performing at least one other risk assessment
procedure to determine that client personnel are using the control. That addi-
tional procedure may be further observations of the control operating, inspect-
ing documents and reports, or tracing transactions through the information
system relevant to financial reporting.

1.14 Although AU-C section 500, Audit Evidence (AICPA, Professional
Standards), notes that corroboration of evidence obtained through inquiry is
often of particular importance, in the case of inquiries about the control en-
vironment and "tone-at-the-top," the information available to support man-
agement's responses to inquiries may be limited. When better audit evidence
is not available from any other sources, corroborative inquiries made of mul-
tiple sources may sometimes be a source of evidence available to determine
whether a control has been implemented (that is, placed in operation). When
no more effective procedures can be identified, corroborating inquiries of dif-
ferent knowledgeable persons can be an effective procedure when the results
of the inquiries are consistent with observed behaviors or past actions. For
example, making inquiries of an owner-manager about the implementation of
the company's code of conduct will not, by itself, allow the auditor to obtain a
sufficient understanding of that aspect of the control environment. However,
corroborating the owner manager's response with additional inquiries or a sur-
vey of other company personnel, and observing consistent behaviors or other
evidence with respect to the results of those inquiries, may provide the auditor
with the requisite level of understanding. As another example, if it is repre-
sented to the auditor that no instances of ethics code violations were reported
and evidence of that is not otherwise observable, corroborating inquiry and the
lack of contradictory evidence or observations may be the only viable alterna-
tive evidence. The auditor may consider his or her experience in dealing with
management in this area as well as other areas, and consider whether any
results from applying audit procedures are consistent with or might contradict
such evidence before accepting the inquiries.

Observations and Suggestions
As will be discussed later, although inquiry is often the starting point for
understanding controls, observation, examining documentary evidence, or
a walkthrough are common audit procedures that provide evidence that a
control is in place and confirm the inquiry.
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Overview of Applying the Audit Risk Standards 17

Other Procedures That Provide Relevant Information About the Client
1.15 Assessing the risks of material misstatement due to fraud. AU-C

section 240 directs you to perform certain audit procedures to assess the risks
of material misstatement due to fraud. Some of these procedures also may
help gather information about the entity and its environment, particularly its
internal control. For this reason, it usually is helpful to

� coordinate the procedures you perform to assess the risks of mate-
rial misstatement due to fraud (for example, brainstorming) with
your other risk assessment procedures, and

� consider the results of your assessment of fraud risk when identi-
fying the risks of material misstatement.

Practice Considerations for Auditors of Entities Using the 2013
COSO Framework

The 2013 COSO framework specifies, under the risk assessment component,
principles and associated points of focus addressing the entity's consideration
of the potential for fraud during risk assessment related to the achievement
of objectives (principle 8).

1.16 Other information. When relevant to the audit, you also should con-
sider other knowledge you have of the client that can help you assess risk. This
other information may include either or both of the following:

� Information obtained from prior audits or from your client accep-
tance or continuance process

� Experience gained on other engagements performed by the en-
gagement partner for the client, for example, the audit of the
client's pension plan.

(AU-C sec. 315 par. .07–.08)

Updating Information From Prior Periods
1.17 If you intend to use information about the client you obtained from

previous experience with the client and from audit procedures performed in
previous audits, you should determine whether changes have occurred since
then that may affect the relevance of the information to the current audit. To
make this determination, you may make inquiries and perform other appro-
priate audit procedures, such as walkthroughs of relevant systems. (AU-C sec.
315 par. .10)

Gaining an Understanding of the Client
and Its Environment

1.18 The gathering of information, by itself, does not provide you with the
understanding of the client that is necessary for you to assess risk. For you
to assess the risks of material misstatement and design further audit proce-
dures, you will want to assimilate and synthesize the information gathered to
determine how it might affect the financial statements. For example,
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18 Assessing and Responding to Audit Risk in a Financial Statement Audit

� information about the client's industry may allow you to identify
characteristics of the industry that could give rise to specific mis-
statements. For example, if your client is a construction contrac-
tor that uses long-term contract accounting, your understanding
of the client should be sufficient to allow you to recognize that
the significant estimates of revenues and costs create risk, and
without proper controls, there would be risks of material mis-
statement.

� information about the ownership of your client, how it is struc-
tured, and other elements of its nature assists you to identify
related-party transactions that, if not accounted for properly and
adequately disclosed, could lead to a material misstatement.

� your identification and understanding of the business risks facing
your client increase the chance that you will identify financial re-
porting risks. For example, your client may face an imminent risk
that a new company has recently entered its market, and that
new entrant could have certain business advantages (for exam-
ple, economies of scale or greater brand recognition). The potential
risk related to this business risk might be obsolescence or overpro-
duction of inventory that could only be sold at a discount. Thus,
you might need to understand how the client understands and
controls the risk in order to assess the risks of material misstate-
ment.

� information about the performance measures used by client man-
agement may lead you to identify differences in internal control
or pressures or incentives that could motivate client personnel to
misstate the financial statements.

� information about the design and implementation of internal con-
trol may lead you to identify a deficiency in control design. Such
an improperly designed control may represent a significant defi-
ciency or material weakness.

� appendix B, "Understanding the Entity and Its Environment," of
this guide suggests factors that may be relevant in understanding
the entity and its environment, and is reproduced from paragraph
.A156 of AU-C section 315.

Understanding Internal Control

Observations and Suggestions
The "extent" of your understanding of controls describes the level of knowledge
you should obtain about the controls. There are two basic levels of knowledge:

a. The design (presence) of the controls and whether they have been
implemented. You should obtain this level of understanding on
all engagements.

b. The operational effectiveness (functioning) of those controls. You
should obtain this level of understanding only when you plan to
rely on internal control to modify the nature, timing, and extent
of your substantive procedures or in the circumstance when sub-
stantive procedures alone do not provide sufficient audit evidence.
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Overview of Applying the Audit Risk Standards 19

The second level, the operational effectiveness of controls, requires a more in-
depth testing of internal control that addresses how well the control performed
during the audit period. To determine operational effectiveness, you first need
to understand how the controls are designed and assess whether they appear
to have been implemented (that is, placed in operation). In other words, any
knowledge of operational effectiveness builds upon your evaluation of control
design and implementation.

1.19 At a minimum, your understanding of internal control allows you to
do the following:

a. Evaluate control design. Evaluating the design of a control involves
determining whether the control is capable of either

i. effectively preventing material misstatements, or
ii. effectively detecting and correcting material misstate-

ments.
b. Determine whether a control has been implemented. Implementa-

tion of a control means that the control exists and that the entity
is using it.

(AU-C sec. 315 par. .14)

Procedures Related to Controls at a Service Organization
1.20 When your client uses a service organization to process some of its

transactions, you may need to obtain an understanding of the information
system and related controls that reside at the service organization. To help
obtain that understanding, you may wish to obtain a report on the service
organization's controls, prepared by the service organization's auditors.

Practice Considerations for Auditors of Entities Using the 2013
COSO Framework

Service organizations (including subservicers, if applicable) play an increas-
ing role in the financial accounting and reporting of many entities. Relevant
services that are performed by these organizations may be applicable regard-
ing the risks of material misstatement of the entity they serve. The 2013
COSO framework contains a pervasive discussion of service organizations
and the effect thereof on the considerations that may be made relevant to
certain principles.

1.21 Just because your client uses a service organization to process some
of its transactions does not, in itself, require you to obtain a service auditor's
report. If certain conditions are met, such as sufficient company input and out-
put controls on the information processed by the service organization, you may
meet the requirements for understanding internal control without obtaining
a service auditor's report on controls at a service organization. Paragraphs
3.78–.85 of this guide provide additional guidance on this matter.

Discussion Among the Audit Team
1.22 The engagement partner and other key members of the audit engage-

ment team should discuss the susceptibility of the client's financial statements
to material misstatement. The engagement partner should determine which

©2014, AICPA AAG-ARR 1.22

htt
p:/

/w
ww.pb

oo
ks

ho
p.c

om



20 Assessing and Responding to Audit Risk in a Financial Statement Audit

matters are to be communicated to the engagement team members not in-
volved in the discussion. (AU-C sec. 315 par. .11)

This discussion
� provides an opportunity for more experienced team members to

share their insights;
� allows team members to exchange information about the client's

business risks;
� assists team members to gain a better understanding of the po-

tential for material misstatement resulting from fraud or error in
areas assigned to them; and

� provides a basis upon which the team members communicate and
share new information obtained throughout the audit that may
affect the assessment of risks of material misstatement or the
audit procedures to address those risks.

1.23 This discussion among the audit team could be held at the same time
as the discussion among the team related to fraud, as described by AU-C section
240. In many cases this discussion may be held after the auditor obtains the
understanding of the entity and its controls. If held earlier, the brainstorming
might need to be repeated or updated.

Observations and Suggestions
The discussion among the engagement team about the susceptibility of the
entity's financial statements to material misstatement and the annual brain-
storming session specific to fraud can become stale over time. To keep the
sessions thoughtful and effective, auditors may vary the format and focus of
discussions. In some cases, fraud specialists or firm owners may be invited to
participate in the engagement discussion to provide a fresh perspective.

Assessing the Risks of Material Misstatement

Observations and Suggestions
To assess the risk of "material" misstatement, you will need to determine an
appropriate materiality level. Over the course of your audit, as you perform
audit procedures and evaluate the results, you may revise your determination
of materiality. If your judgments of materiality do change, you also may want
to reevaluate your assessment of the risks of material misstatement. For
example, if your audit procedures result in you lowering your materiality
level for a particular assertion, certain conditions that you previously did not
consider to result in a risk of a material misstatement could be reassessed as
risks of material misstatement.

1.24 The risk of material misstatement of the financial statements prior
to the audit consists of the following two components:

� Inherent risk is the susceptibility of an assertion about a class of
transaction, account balance, or disclosure to a misstatement that
could be material, either individually or when aggregated with
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Overview of Applying the Audit Risk Standards 21
other misstatements, before consideration of any related controls
(that is, assuming that there are no related controls). For example,
the inherent risk of uncollectible accounts receivable might be
high but such risk might be mitigated with effective controls over
the granting of credit and the collection of outstanding accounts
receivable.

� Control risk is the risk that a misstatement that could occur in
an assertion about a class of transaction, account balance, or dis-
closure and that could be material, either individually or when
aggregated with other misstatements, will not be prevented or
detected and corrected on a timely basis by the entity's internal
control.

(AU-C sec. 200 par. .14)

1.25 Inherent risk and control risk are the client's risks; that is, they
exist independently of your audit. Thus, your risk assessment procedures help
you better assess these client risks, but they do not alter the client's existing
inherent or control risks. This guide refers to the risk of material misstatement
as your combined assessment of inherent risk and control risk; however, you
may make separate assessments of inherent risk and control risk.

Observations and Suggestions—Assessing Versus
Testing Controls
There is a difference between assessing and testing controls. For example, say
that you have assessed the controls as effective based on your review of their
design and an observation that they have been implemented (that is, placed
in operation). Based solely on that assessment, you would not necessarily
have an adequate basis for considering control risk is low (or even moderate)
as part of your audit strategy, as you would need further evidence of the
effective operation of the controls through sufficient tests of controls to reach
that conclusion.

Observations and Suggestions—The Audit Risk Model
Chapter 2 of this guide provides a model of audit risk (AR) in which:

AR = RMM DR

where RMM is the risk of material misstatement and DR is detection risk.

The risk of material misstatement is described as "the client's risk," which
means that it is independent of your audit. You can control detection risk by
changing the nature, timing, and extent of your substantive procedures. For
example, to decrease the planned level of detection risk, you could perform
more extensive and detailed analytical procedures and detailed substantive
procedures, such as increasing sample sizes. Illustrations of how these risks
can be managed to achieve a low overall audit risk can also be noted in table 4-
2 in chapter 4, "Nonstatistical and Statistical Audit Sampling for Substantive
Tests of Details," of the AICPA Audit Guide Audit Sampling.

You cannot control the risk of material misstatement as you can detection
risk. The risk of material misstatement exists separately from your audit
procedures. However, to properly control detection risk, you are required
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22 Assessing and Responding to Audit Risk in a Financial Statement Audit

to assess the risk of material misstatement. The risk assessment process
described in this guide is designed to allow you to gather information to assess
the risk of material misstatement so you can design further audit procedures.

The Risk Assessment Process
1.26 You use your understanding of the client and its environment—

which includes your evaluation of the design and implementation of internal
control—to identify and assess the risks of material misstatement at the finan-
cial statement level and the relevant assertion level for classes of transactions,
account balances, and disclosures. (AU-C sec. 315 par. .26) To make this as-
sessment, you should

a. identify risk throughout the process of obtaining an understand-
ing of the entity and its environment, including relevant controls
that relate to the risks, by considering the classes of transactions,
account balances, and disclosures in the financial statements;

b. assess the identified risks and evaluate whether they relate more
pervasively to the financial statements as a whole and potentially
to many assertions;

c. relate the identified risks to what could go wrong at the assertion
level, considering relevant controls that you intend to test; and

d. consider the likelihood of misstatement and whether the potential
misstatement is of a magnitude that could result in a material
misstatement.

(AU-C sec. 315 par. .27)

Financial Statement Level and Assertion Level Risks
1.27 You should identify and assess the risks of material misstatement at

both the financial statement level and the relevant assertion level for classes
of transactions, account balances, and disclosures. (AU-C sec. 315 par. .26)

a. Financial statement level risks and controls. Some risks of mate-
rial misstatement relate pervasively to the financial statements as
a whole and potentially affect many relevant accounts and asser-
tions. The risks at the financial statement level may be identifiable
with specific assertions at the class of transaction, account balance
or disclosure level. In this guide, we use the term entity-level con-
trols to describe those controls that pertain to financial statement
level risks.

b. Relevant assertion level risks and controls. Other risks of mate-
rial misstatement relate to specific classes of transactions, account
balances, and disclosures at the assertion level, for example, the
valuation of a long-term unconditional promise to give in a not-for-
profit organization. Your assessment of risk at the assertion level
provides a basis for considering the appropriate audit approach for
designing and performing further audit procedures, which include
substantive procedures and may also include tests of controls. This
guide uses the term activity-level controls to refer to the controls
that pertain to assertion level risks.
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Overview of Applying the Audit Risk Standards 23

Observations and Suggestions
You express an audit opinion on the financial statements as a whole, and
the audit risk model describes audit risk for the overall financial statements
(and for assertions). However, in executing the audit, you apply the audit risk
model and assess risk at a more granular level, namely the assertion level.
To accomplish this detailed level of risk assessment, you will consider what
can be misstated in specific accounts, classes of transactions, and disclosures
and their relevant assertions.

Risk that exists at the financial statement level, for example, those that per-
tain to a weak control environment or to management's process for making
significant accounting estimates, should be related to specific assertions, if
possible. For example, risk related to the client's process for making account-
ing estimates would affect those assertions where an accounting estimate was
necessary (for example, the valuation of assets).

In other instances, it may not be possible for you to relate your financial state-
ment level risk to a particular assertion or group of assertions. For example,
it may not be possible for you to determine which assertions will or will not be
affected by an overall weak control environment. Financial statement level
risk such as a weak control environment that cannot be related to specific
assertions often will require you to make an overall engagement response,
such as the way in which the audit is staffed or supervised, or the timing of
further audit procedures. It might also mean that risk might be assessed as
high for many or all accounts and assertions.

Careful consideration of potential financial statement level risk during the
brainstorming may indicate that there are cost-effective ways to limit your
response to the risk. For example, a weak accounting function may only be a
significant risk for unusual or new transactions or when new accounting stan-
dards are implemented. Effective accounting for routine transactions may be
well evidenced. By focusing audit procedures on the points in the accounting
process where these issues can create risk, a more cost- and risk-effective
audit can be designed.

How to Consider Internal Control When Assessing Risks
1.28 Your evaluation of internal control design and the determination

of whether controls have been implemented are integral components of the
risk assessment process. When making risk assessments, you should identify
the controls that are likely to either prevent, or detect and correct material
misstatements in specific assertions. For example, procedures relating to the
client's physical inventory count may relate specifically to the existence or
completeness of inventory.

1.29 Individual controls often do not address a risk completely by them-
selves. Often, only multiple control activities, together with other components
of internal control (for example, the control environment, risk assessment, in-
formation and communication, or monitoring), will be sufficient to address a
risk. For this reason, when determining whether identified controls are likely
to prevent or detect and correct material misstatements, you may organize your
risk assessment procedures according to significant transactions and business
processes, rather than general ledger accounts.
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24 Assessing and Responding to Audit Risk in a Financial Statement Audit

Identification of Significant Risks
1.30 Paragraph .04 of AU-C section 315 defines significant risk as follows:

"A significant risk is an identified and assessed risk of material misstatement
that, in the auditor's professional judgment, requires special audit considera-
tion." (The defined term significant risk is italicized in this guide to remind read-
ers of its definition and limited application.) As part of your risk assessment,
you should determine whether any risks identified are, in your professional
judgment, a significant risk. In making this judgment you exclude the effects
of identified related controls (that is, assume there are no related controls). Sig-
nificant risks are those that require special audit consideration. For example,
because of the nature of your client and the industry in which it operates, you
might determine that revenue recognition requires special audit consideration.
For other clients, the valuation of intangible assets or the identification and
required disclosure of related party transactions may be considered significant
risks. Significant risk often arises with unusual transactions. Moreover, one or
more significant risks arise on most audits. (Note: In practice, auditors may
confuse significant risk with high risk. Not all high risks are significant risks.
For example, the collectability of accounts receivable may be a high risk but
not a significant risk; that is, no special audit consideration is required beyond
extensive but customary substantive procedures of collectability.) (AU-C sec.
315 par. .28)

1.31 Special audit consideration for significant risks means you should

a. obtain an understanding of your client's controls relevant to that
risk and, based on that understanding, evaluate the design of re-
lated controls, including relevant control activities, and determine
whether they have been implemented. (AU-C sec. 315 par. .30)

b. perform other appropriate procedures that are linked clearly and
responsive to the risk. Moreover, when your approach to significant
risks consists only of substantive procedures, you should include
tests of details.

Substantive procedures related to significant risks should not be
limited solely to analytical procedures. For other risks, effective
analytical procedures alone may sometimes provide sufficient evi-
dence.

Note that if you are testing controls over significant risks, you may
be able to limit your substantive procedures to only analytical pro-
cedures.

(AU-C sec. 330 par. .22)

c. If you intend to rely on controls related to a significant risk,
you should test the operating effectiveness of those controls in
the current period. Reliance on tests of controls performed in a
prior period is not appropriate for a significant risk. (AU-C sec. 330
par. .15)

d. Document those risks you have identified as significant risks.

1.32 The determination of significant risks is a matter for your profes-
sional judgment. In exercising that judgment, you should first consider only
inherent risk and not control risk. Paragraphs 5.30–.37 of this guide provide
more guidance on how to determine significant risks. (AU-C sec. 315 par. .29)
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Overview of Applying the Audit Risk Standards 25

Responding to Assessed Risks
1.33 The risk assessment process culminates with your articulation of

the account balances, classes of transactions, or disclosures where material
misstatements are most likely to occur and how those misstatements may
occur, given the unique circumstances of your client. This assessment of the
risk of material misstatement, which relates identified risks to what can go
wrong at the assertion level, provides a basis for designing and performing
further audit procedures.

1.34 You perform further audit procedures to obtain the audit evidence
necessary to support your audit opinion. Further audit procedures are defined
as tests of controls and substantive procedures. Often, a combined approach
using both tests of controls and substantive procedures is an effective approach.

1.35 In determining the nature, timing, and extent of further audit proce-
dures, you should design and perform further audit procedures whose nature,
timing, and extent are responsive to the assessed risks of material misstate-
ment at the assertion level. You should provide a clear linkage between the risk
assessments and the nature, timing, and extent of the further audit procedures.
(AU-C sec. 330 par. .06)

1.36 Audit procedures performed in previous audits and suggested pro-
cedures provided by illustrative audit programs may help you understand the
types of further audit procedures it is possible for you to perform. However,
prior year procedures and example audit programs do not provide a sufficient
basis for determining the nature, timing, and extent of audit procedures to
perform in the current audit. Your assessment of the risks of material mis-
statement in the current period is the primary basis for designing further
audit procedures in the current period.

Identification and Communication of Internal
Control Matters

1.37 Your objective in an audit is to form an opinion on the client's finan-
cial statements as a whole. Your audit objective is not to identify all deficiencies
in internal control, and you are not required to perform procedures to identify
all deficiencies in internal control. Nevertheless, your application of audit pro-
cedures or communications with management or others may make you aware
of deficiencies in the client's internal control. (AU-C sec. 265 par. .02)

1.38 A deficiency in internal control exists when the design or operation
of a control does not allow management or employees, in the normal course
of performing their assigned functions, to prevent, or detect and correct mis-
statements on a timely basis. (AU-C sec. 265 par. .07) You should evaluate
the deficiencies in internal control you identify during the course of your audit
and determine whether these deficiencies, individually or in combination, are
significant deficiencies or material weaknesses. (AU-C sec. 265 par. .09) You
are required to communicate in writing to management and those charged with
governance those deficiencies in internal control that, in your judgment, con-
stitute significant deficiencies or material weaknesses. (AU-C sec. 265 par. .11)
Chapter 7 of this guide provides guidance on the evaluation and communication
of deficiencies.
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26 Assessing and Responding to Audit Risk in a Financial Statement Audit

Audit Documentation
1.39 AU-C section 230, Audit Documentation (AICPA, Professional Stan-

dards), provides requirements that apply to the risk assessment process. Your
audit documentation should be sufficient to enable an experienced auditor,
having no previous connection to the audit, to understand

� the nature, timing, and extent of the audit procedures performed,
� the results of the audit procedures performed, and the evidence

obtained, and
� the significant findings or issues, and conclusions reached, and

professional judgments made.

Subsequent chapters of this guide illustrate the application of the audit docu-
mentation requirements.

(AU-C sec. 230 par. .08)

1.40 The form and extent of audit documentation is for you to determine
using professional judgment. AU-C section 230 provides general guidance re-
garding the purpose, content, and ownership and confidentiality of audit docu-
mentation. Examples of common documentation techniques include narrative
descriptions, questionnaires, checklists, and flowcharts. These techniques may
be used alone or in combination.

1.41 The form and extent of your documentation are influenced by the
following:

� The nature, size, and complexity of the entity, its controls, and its
environment

� The availability of information from the entity
� The specific audit methodology and technology used in the course

of the audit

Observations and Suggestions
For example, documentation of the understanding of a complex information
system in which a large volume of transactions are electronically initiated,
recorded, processed, or reported may include flowcharts, questionnaires, or
decision tables. For an information system for which few transactions are
processed (for example, long-term debt), documentation of the system in the
form of a memorandum may be sufficient. Generally, the more complex the
entity and its environment, and the more extensive the audit procedures
performed by the auditor, the more extensive your documentation should be.

The existence of good client documentation can also help reduce the extent
of required audit documentation as you document your understanding of the
controls. Where the client has good documentation, it can minimize the cost
of producing audit documentation through leveraging the existing documen-
tation and focusing auditor documentation on the assessment of the controls.

You may relate your client's controls to control objectives and assertions for
the most significant processes of an entity, regardless of the way control
processes are documented by the client. By documenting your evaluation of
controls using control objectives and assertions, you will more easily iden-
tify objectives that are not fully addressed by the client's system of internal
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Overview of Applying the Audit Risk Standards 27

control (gaps). When your client directly relates their documentation to their
objectives and assertions, savings in audit time can be achieved.

Further, in instances where the 2013 COSO framework is utilized by the client
for financial reporting objectives, and the client relates their documentation
directly to COSO components and principles, savings in audit time can also
be achieved. The 2013 COSO framework emphasizes principles as opposed to
control objectives.

The specific audit methodology and technology used in the course of the audit
will also affect the form and extent of documentation. For example, a firm may
require the use of a risk matrix (for example, by account and by assertion)
to summarize the elements of the risks of material misstatement. That may
simplify the documentation and linkage process. Also, firms may require the
use of electronic working papers and the use of active electronic links, which
may facilitate the documentation process and navigation between working
papers.

Summary
1.42 Illustration 1-2 summarizes the guidance provided in this chapter.

Chapters 3–6 of this guide provide more detailed guidance, examples, and
illustrations of the overview material described in this chapter. To apply this
guidance on your audit, you will need to have a working knowledge of key risk
assessments and terms. The next chapter of this guide provides you with this
knowledge.
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Illustration 1-2
Summary of the Risk Assessment Process
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