
Table of Contents

The Authors 3

List of Abbreviations 17

General Introduction 19

Chapter 1. General Background of the Country 19

§1. GENERAL INFORMATION 19

§2. GOVERNMENT 19

§3. JUDICIARY 20

§4. SOURCES OF LAW 21

§5. INTERNATIONAL AND EUROPEAN LAW 22

Chapter 2. Telecommunications Infrastructure 24

§1. INTRODUCTORY NOTE TO STATISTICAL FIGURES 24

§2. LANDLINES 24

§3. MOBILE NETWORKS 25

§4. INTERNET ACCESS 26

Chapter 3. E-commerce: Facts and Figures 28

§1. INTRODUCTORY NOTE TO E-COMMERCE AND STATISTICAL FIGURES 28

§2. E-COMMERCE: BUSINESS PERSPECTIVE 29

§3. E-COMMERCE: CONSUMER PERSPECTIVE 31

7

htt
p:/

/w
ww.pb

oo
ks

ho
p.c

om

htt
p:/

/w
ww.pb

oo
ks

ho
p.c

om



Chapter 4. E-Government Initiatives 33

Part I. Regulation of the ICT Market 39

Chapter 1. Regulatory Framework of the Telecommunications
Sector 39

§1. SCOPE OF THE LAW 39

§2. BASIC PRINCIPLES AND OBJECTIVES OF LEGAL REGULATION 39

§3. THE NATIONAL REGULATORY AUTHORITIES 41

§4. REGULATION OF COMMUNICATIONS SERVICES 41

§5. RADIO SPECTRUM ADMINISTRATION 42

§6. ADMINISTRATION OF NUMBERS, NUMBER CODES, ADDRESSES
AND NAMES 43

§7. PUBLIC SERVICE OBLIGATIONS AND OTHER PUBLIC RIGHTS AND
OBLIGATIONS 43

§8. ADMINISTRATIVE CHARGES 44

Chapter 2. Regulation of Competition on the ICT Market 46

§1. INTRODUCTION 46

§2. CZECH COMPETITION LAW 46
I. Anti-Competitive Agreements 48

II. Abuse of Dominant Position 49
III. Control of Concentrations 50
IV. Supervision over Public Authorities 52
V. Failure to Comply with Competition Law 53

§3. REGULATION OF ELECTRONIC COMMUNICATIONS 54
I. Undertakings with Significant Market Power 55

II. Failure to Comply with Electronic Communications Act 56

§4. RELATIONSHIPS BETWEEN SECTOR-SPECIFIC AND COMPETITION LAW 56

Chapter 3. Legal Status of Standardization 58

§1. LEGAL REGULATORY FRAMEWORK OF STANDARDIZATION IN THE ICT
MARKET 58

Table of Contents

8

htt
p:/

/w
ww.pb

oo
ks

ho
p.c

om

htt
p:/

/w
ww.pb

oo
ks

ho
p.c

om



§2. CONFORMITY ASSESSMENT AND MUTUAL RECOGNITION 60

Chapter 4. Legal Status of Out-of-Court Dispute Settlement
in the ICT Sector 62

§1. INTRODUCTION TO ALTERNATIVE DISPUTE SETTLEMENT 62

§2. ARBITRATION: GENERAL OVERVIEW 62

§3. DISPUTES IN ELECTRONIC COMMUNICATIONS 65

§4. FINANCIAL ARBITRATION 66

§5. .CZ DOMAIN NAME DISPUTES 68

Part II. Protection of Intellectual Property in the ICT Sector 71

Chapter 1. Application of Copyright in the Area of ICT 71

§1. INTRODUCTION TO COPYRIGHT LAW 71

§2. SUBJECT OF COPYRIGHT 72

§3. EMERGENCE OF COPYRIGHT PROTECTION 73

§4. AUTHORSHIP 73

§5. EMPLOYEE WORKS 74

§6. MORAL AND ECONOMIC RIGHTS; THE RIGHT TO USE A WORK 75

§7. TERM OF PROTECTION 76

§8. RESTRICTIONS AND LIMITATIONS OF COPYRIGHT 77

§9. LICENSES 78

§10. INFRINGEMENT AND REMEDIES 78

§11. COPYRIGHT LEVIES 79

Chapter 2. Legal Protection of Software 80

§1. INTRODUCTORY NOTE TO SOFTWARE PROTECTION 80

§2. SCOPE OF PROTECTION 80

Table of Contents

9

htt
p:/

/w
ww.pb

oo
ks

ho
p.c

om

htt
p:/

/w
ww.pb

oo
ks

ho
p.c

om



§3. SOFTWARE AS EMPLOYEE WORKS 81

§4. SOFTWARE CREATED ON THE BASIS OF ORDER 81

§5. RESTRICTION OF THE SCOPE OF AUTHOR’S RIGHTS TO A COMPUTER
PROGRAM 82

§6. DURATION OF RIGHTS 83

Chapter 3. Legal Protection of Databases 84

§1. INTRODUCTORY NOTE TO PROTECTION OF DATABASES 84

§2. DATABASE AS COPYRIGHTED WORK (COLLECTION OF WORKS) VS SUI
GENERIS PROTECTION OF DATABASES 84

§3. COLLECTION OF WORKS (ORIGINAL DATABASES) 85

§4. DATABASE PROTECTED BY SUI GENERIS RIGHT (NON-ORIGINAL
DATABASE) 86

I. Scope of Sui Generis Rights 86
II. Limitation of Sui Generis Rights 87

III. Duration of Sui Generis Rights 88

Chapter 4. Legal Protection of Computer Chips 89

Chapter 5. Internet Domain Name Registration 91

§1. ORGANIZATION OF DOMAIN SYSTEM 91

§2. REGISTRARS 92

§3. REGISTRATION PROCEDURE 94

§4. LEGAL STATUS OF DOMAIN NAMES 96

§5. RIGHTS ARISING FROM REGISTRATION OR USE OF DOMAIN NAMES 97

§6. DOMAIN NAMES AND THIRD PARTY RIGHTS 98

§7. THIRD PARTY CLAIMS: PASSIVE AND ACTIVE PROCEDURAL CAPABILITY 100

§8. THIRD PARTY CLAIMS: REMEDIES 101

Part III. ICT Contracts 105

Table of Contents

10

htt
p:/

/w
ww.pb

oo
ks

ho
p.c

om

htt
p:/

/w
ww.pb

oo
ks

ho
p.c

om



Chapter 1. Introductory Note to Civil and Commercial
Contracts 105

§1. THE DISTINCTION BETWEEN CIVIL AND COMMERCIAL LAW 105

§2. CIVIL AND COMMERCIAL CONTRACTS 106

Chapter 2. Hardware Contracts 110

Chapter 3. Software Contracts 112

§1. INTRODUCTION TO SOFTWARE CONTRACTS 112

§2. SOFTWARE LICENSES 112
I. Reference to Standard License Terms 113

II. Click-Wrap, Shrink-Wrap and Web-Wrap Licenses 113

§3. AGREEMENTS OF TRANSFER OF RIGHT TO EXERCISE OF ECONOMIC
COPYRIGHTS 115

§4. FAULTS OF SOFTWARE, WARRANTY 115

§5. SHAREWARE, FREEWARE, FREE SOFTWARE 116

Chapter 4. Distribution Agreements 118

Chapter 5. Maintenance Contracts 120

§1. INTRODUCTORY NOTE TO MAINTENANCE CONTRACTS 120

§2. SERVICE AVAILABILITY 121

§3. SERVICES PROVIDED 121

§4. FAULT CORRECTION 121

Chapter 6. Government Contracts 123

§1. INTRODUCTION 123

§2. PUBLIC CONTRACTS AND CONTRACTING ENTITIES 123

§3. USE OF ICT IN PUBLIC PROCUREMENT 127

§4. DYNAMIC PURCHASING SYSTEM 128

Table of Contents

11

htt
p:/

/w
ww.pb

oo
ks

ho
p.c

om

htt
p:/

/w
ww.pb

oo
ks

ho
p.c

om



§5. ELECTRONIC AUCTIONS 128

Part IV. Electronic Transactions 131

Chapter 1. Paper vs Electronic Documents 131

§1. INTRODUCTION 131

§2. LEGAL REGULATORY FRAMEWORK 132

§3. USE AND TYPES OF SIGNATURES 133

Chapter 2. Regulation of Electronic Signatures and
Certification Services 136

§1. INTRODUCTION 136

§2. LEGISLATIVE DEVELOPMENTS 136

§3. TYPES OF ELECTRONIC SIGNATURES 138

§4. CONCEPT AND TYPOLOGY OF PROVIDERS OF CERTIFICATION SERVICES 141

§5. LIABILITY ASPECTS OF ELECTRONIC SIGNATURES 142

§6. PRODUCTION OF EVIDENCE 143

Chapter 3. Legal Aspects of Electronic Banking 145

§1. ICT IN STANDARD BANKING SERVICES 145

§2. ELECTRONIC PAYMENT INSTRUMENTS: DEFINITIONS AND REGULATORY
FRAMEWORK 146

§3. ELECTRONIC MONEY INSTITUTIONS AND OTHER SUBJECTS ELIGIBLE
TO ISSUE ELECTRONIC MONEY 148

§4. PAYMENT REVOCATION 150

Chapter 4. Protection of Users of Electronic Services 152

§1. INTRODUCTORY NOTE TO CONSUMER PROTECTION 152

§2. DISTANCE CONSUMER CONTRACTS 152
I. Information Duties 153

Table of Contents

12

htt
p:/

/w
ww.pb

oo
ks

ho
p.c

om

htt
p:/

/w
ww.pb

oo
ks

ho
p.c

om



II. Right to Withdraw 155
III. Unsolicited Sales 156
IV. Unfair Terms 156
V. Exceptions, Enforcement 157

§3. ADMINISTRATIVE CONSUMER PROTECTION 158

§4. PROTECTION OF USERS OF ELECTRONIC COMMUNICATION SERVICES 159

Part V. Non-contractual Liability 161

Chapter 1. Concept of Non-contractual Liability 161

§1. INTRODUCTORY NOTE TO NON-CONTRACTUAL LIABILITY 161

§2. TYPES OF NON-CONTRACTUAL LIABILITY 162

§3. GENERAL LIABILITY FOR MATERIAL AND NON-MATERIAL DAMAGE 162

Chapter 2. Preventive Duties 164

§1. GENERAL OVERVIEW 164

§2. SPECIFIC TYPES OF PREVENTIVE DUTIES 164

§3. REIMBURSEMENT OF COSTS CONNECTED WITH PREVENTION 167

Chapter 3. Liability for Damage 168

§1. DAMAGES; SCOPE OF COMPENSATION 168

§2. LIMITATION OF LIABILITY 168

§3. JOINT LIABILITY OF SEVERAL LIABLE PARTIES 169

Chapter 4. Liability of Information Society Service
Providers (ISPs) 170

§1. LEGAL CLASSIFICATION OF ISPS 170

§2. MERE CONDUIT AND CACHING PROVIDERS 172

§3. HOSTING 174

§4. MONITORING AND COOPERATION 177

Table of Contents

13

htt
p:/

/w
ww.pb

oo
ks

ho
p.c

om

htt
p:/

/w
ww.pb

oo
ks

ho
p.c

om



§5. PRELIMINARY AND PROCEDURAL INJUNCTIONS 178

Part VI. Privacy Protection 181

Chapter 1. Protection of Personal Data 181

§1. GENERAL SCOPE AND APPLICABILITY 181

§2. BASIC DEFINITIONS 182

§3. OFFICE FOR PERSONAL DATA PROTECTION 184

§4. OTHER RELEVANT SUBJECTS IN DATA PROTECTION 186

§5. COLLECTING AND PROCESSING OF PERSONAL DATA 188

§6. CONTRACTED PROCESSING, TRANSFERS 191

§7. SANCTIONS, PROCEDURES 193

Chapter 2. Protection of Telecommunications Privacy 196

§1. CONSTITUTIONAL ANCHORAGE OF RIGHT TO PRIVACY 196

§2. PROTECTION OF OPERATIONAL LOCALIZATION DATA IN ACT
ON ELECTRONIC COMMUNICATIONS 196

§3. USE OF RETAINED DATA IN CRIMINAL PROCEDURE 199

§4. SCOPES OF PROTECTED DATA AND ITS CONSTITUTIONALITY 201

§5. IDENTIFICATION OF MALICIOUS AND OBTRUSIVE CALLS 202

§6. DIRECTORIES 203

Part VII. Computer-Related Crime 205

Chapter 1. General Legal Development 205

Chapter 2. Application of Substantive Criminal Law in the
Area of ICT 209

§1. OFFENCES AGAINST CONFIDENTIALITY, INTEGRITY AND AVAILABILITY
OF COMPUTER DATA AND SYSTEMS 209

I. Illegal Access and Illegal Interception 209

Table of Contents

14

htt
p:/

/w
ww.pb

oo
ks

ho
p.c

om

htt
p:/

/w
ww.pb

oo
ks

ho
p.c

om



A. Illegal Access 209
B. Illegal Interception 210

II. Data Interference and System Interference 211
III. Misuse of Devices 213

§2. OTHER COMPUTER-RELATED OFFENCES 214
I. General Introduction 214

II. Computer-Related Forgery 216
III. Computer-Related Fraud 216

§3. CONTENT-RELATED OFFENCES 217

§4. OFFENCES RELATED TO INFRINGEMENTS OF COPYRIGHT AND
RELATED RIGHTS 220

Chapter 3. Application of Criminal Procedure Law in the
Area of ICT 222

§1. SEARCH AND SEIZURE OF STORED COMPUTER DATA 222

§2. INTERCEPTION 223

§3. ELECTRONIC EVIDENCE 225

§4. JURISDICTION 225

§5. EXTRADITION AND JUDICIAL COOPERATION 226

Part VIII. Conclusions 229

Selected Bibliography 231

Index 233

Table of Contents

15

htt
p:/

/w
ww.pb

oo
ks

ho
p.c

om

htt
p:/

/w
ww.pb

oo
ks

ho
p.c

om



Table of Contents

16

htt
p:/

/w
ww.pb

oo
ks

ho
p.c

om

htt
p:/

/w
ww.pb

oo
ks

ho
p.c

om


